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Pesiome

Lenbto pabomsi 5i8/15i510cb 060CHOBaHUe 3¢hgheKMUBHOCMU NMPUMEHEHUS U CpasHeHUe MemMoA08 UCKYCCMBEHHO20
UHMersnekma (MawWuHHo20 0bydYeHus u ar1ybokoao 0by4veHusi) O ceoespeMeHH020 0OHapyxeHUs1 OecmpyKMUBHbIX
8030elicmeull Ha UHGhOPMAaUUOHHbIE U MEXHUYECKUE CUCMEMBI.

MemoOdbl. BbirnosnHeH aHanu3 cospeMeHHbIX Hay4YHbIX UCMOYHUKOB, 8K/toYasi 0630pbl U crmaHdapmabi o kubepbe3onac-
HOocmu, a makxe rposedeH 3KCriepuMeHm Ha omkpbImom Habope OaHHbIx cemeabix amak (UNSW-NB15) ¢ ucrionssosa-
HUEM arieopummos MawuHHo20 obydeHusi (Random Forest) u anybokol HelipoHHoU cemu. OueHka rnposodunack Mo
MempuKaM moYHOCMU, rMosiHoMbI obHapyxeHusi, F1 u op.

Pe3synbmamsbi. Memodsi ML/DL demoHcmpupyrom cyuiecmeeHHO 60siee 8bICOKY0 MOYHOCMb ObHapyXeHus1 8o30el-
cmeuli Mo cpasHeHUrw ¢ MpaduyUOHHbIMU cugHamypHbIMu cpedcmeamu: Ha Oamaceme UNSW-NB15 docmuzHyma
moyHocmb ~96% npu ucronb308aHUU HelpoHHOU cemu npomug ~70% y cuesHamypHo20 nodxoda. [Noka3aHo, 4mo
erybokoe 0bydYeHue 10380r1siem BbIS8/ISiMb PaHee HeU3B8EeCMHbIE amaku (8 m.Y. CIIOXHbIE MHO208EKMOPHbIE) 3a cHem
pacrosHagaHus1 CKpbIMbIX aHoManud, a aHcambriesbie u ¢hedepamusHbie MoOX00bi MO8bILLAKM HAaOEXHOCMb U CKO-
pocmb O6HapyXXeHUs.

3aknroyeHue. ViHmeepauusa memodos NN e cucmembl MOHUMOPUH2a 6e3onacHocmu 3Ha4yumersibHO roebilaem
aghcbekmusHOCMb  3alumbl UHGOOPMaUUOHHbBIX U MEXHUYECKUX CucmeM 3a cyYem [POaKmuBHO20 BbIS8eHUs
Kubepamak ¢ MUHUMAasIbHbIMU JTOXHBIMU cpabambi8aHusiMu. JKcriepuMeHmaribHble pesyibmambl noomeepxdaom
pPaKmMu4YecKkyto nPUMEeHUMOCMb 8blbpaHHbIX Memodo8 Ol 3auumbl cemegoll UHgbpacmpyKkmypbl (3Hepeemuka,
€8513b, NpoMbiwieHHbIU 10T), oOHako mpebyrom OarnbHeliwezo pa3sumus 8 Yacmu obecrieqyeHusi ycmout4yueocmu K
803delicmausm u cobrodeHusi NpuHUUNos8 HadexxHocmu V.

Knrodeeble cnoea: uUCKycCmBeHHbIU UHMesiekm, MawuHHoe obydeHue; 2rybokoe obydeHue; yughposoli O8OUHUK;
pedepamusHoe o0bydyeHuUe; ObHapy)XeHUe amak; eblisierieHue aHoMasul, cumyayuoHHass 0ceedoMIIeEHHOCMb; asmo-
Ma-mu4yeckoe peacuposaHue; KubepbesonacHoCcmb; ap2amuyecKkue cucmemsbl; Kubepycmoulyugocme.

KoHgpriukm unmepecoe: Asmopsbi deKkriapupyrom omcymcmeue sI8HbIX U NMomeHyuanbHbIX KOHGIUKMOo8 uHmepe-
€08, c8s3aHHbIX € nybnukayuel Hacmoswel cmambu.
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Abstract

Purpose of the work was to substantiate the effectiveness of applying artificial intelligence techniques (machine
learning and deep learning) for the timely detection of destructive information-technical impacts on critical
infrastructure objects.

Methods. An analysis of scientific sources has been conducted scientific sources, including cybersecurity surveys
and standards, and conducted an experiment on a public network attack dataset (UNSW-NB15) using machine
learning (Random Forest) and a deep neural network. Evaluation was based on metrics such as accuracy, detection
recall, F1-score, etc.

Results. ML/DL methods show significantly higher attack detection accuracy compared to traditional signature-based
tools: ~96% accuracy was achieved on the UNSW-NB15 dataset using a neural network, versus ~70% for the
signature approach. We demonstrate that deep learning enables discovery of previously unknown attacks (including
sophisticated multi-vector APTs) by recognizing hidden anomalies, and that ensemble and federated approaches
improve detection reliability and speed. Conclusion. Integrating Al techniques into security monitoring systems
considerably increases the protection efficiency of critical systems by proactively identifying cyberattacks with minimal
false alarms. The experimental results confirm the practical applicability of the chosen methods for securing network
infrastructure (energy, communications, industrial loT). However, further work is needed to ensure robustness against
adversarial attacks and to uphold Al reliability principles.

Keywords: artificial intelligence; machine learning; deep learning; attack detection; anomalies; critical infrastructure;
cybersecurity.
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TUBHOE BO3JICUCTBHE Ha WH()OPMAIIOHHBIE

BBepgeHue
U TEXHUYECKHE CHUCTEMbI IIOHMMAETCS KaK
HocrosiHHblii pocT MacTabos uppo- BO3JICHCTBHE Ha HHPOPMAIIMOHHBIE PECYP-
Busaluy 1 ycrnoxsenue UT-undpactpyk- Chl U TEXHUYECKHE CHUCTEMbI, Hapyllaro-
Typ TIPUBOJUT K MOSBJICHUIO HOBBIX YIpO3 1iee UX HOpMalbHOE (PYHKLIMOHHPOBAHUE
MH(POPMAIMOHHON Ge30macHocTH. JlecTpyk- (BKirOuas KubepaTaku, TEXHUYECKHe cOou,
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HecaHKIMOHUpoBaHHbI goctym) [1]. Co-
BPEMEHHbIE KOMMYHHUKAI[HOHHBIE TEXHO-
JIOTMM MCIIOJIB3YIOTCS 3JI0YMBIIICHHUKA-
MU B paMKax 'MOpPHIHBIX aTakK, CIOCOOHBIX
BBIBOJIUTH U3 CTPOSl CUCTEMBI XKH3HEoOec-
NeYeHus], Hapyuarb paboTy 0ObEKTOB MH-
¢dopMarioHHON MH(PACTPYKTYPHI U MOXH-
maTh KOH(pUIEHIMaNbHble AaHHble. [Ipu
ATOM 3praTUuecKue CHCTEMbl YIPaBIICHUS
(4er0BeKO-MaIlIMHHbIE KOMIUIEKCHI, yIpaB-
JISTIOLIME TIPOLIECCaMU B TIPOMBIIIIJICHHOCTH,
TpaHCIOpTe, OOOpOHE U Jp.) OCOOEHHO
ySI3BUMBI, MOCKOJIBKY COOM WM aTakud B
TAaKUX CHUCTEMax MOTYT HUMEThb KaTacTpo-
¢dudeckue MociueaAcTBUs Uil TOCyAapcTBa
U o01ecTBa.

TpaauumonHble cpeAcTBa 3alIUTHl —
OT MEXCETEBBIX KPAaHOB JI0 CUCTEM OOHa-
pyxenus Bropxenuir (IDS) Ha ocHOBe
CUTHATYp — B IOCJIe/IHEEe BpeMs HE CIIpaB-
JSIOTCSL ¢ JTUHAMMYHBIM M CIIOXKHBIM Xa-
pakTepoM coBpeMeHHbIX artak [2]. Knac-
cuueckune IDS/IPS, xak mpaBuio, meHTpa-
JM30BaHbl M TOJNAraroTCs Ha 3apaHee M3-
BECTHBIC 1IA0JIOHBI aTaK, BCIEACTBUE YEro
YacTO HE CHOCOOHBI BBISBIISATH HOBBIC BH/IbI
atak (Harmpumep, cinoxHbsie APT-kamnanumy,
MHCalIepCKe yrpo3bl) U TEHEPUPYIOT MHO-
’KECTBO JIOKHBIX cpabaTbiBaHuil. bonee To-
r0, HEHTPAIM30BAHHbIE APXUTEKTYpPbl HIMEIOT
eIMHYI0 TOYKY OTKa3a: KOMIIPOMETALMS WX
OTKa3 IIEHTPAJIbHOIO Y3712 MOHUTOPUHIA BbI-
BOJIUT U3 CTPOSl BCIO CHCTEMY 3alllUTHL. JTO
HETIPUEeMJIEMO JIIsI BBICOKOHAIPYKEHHbIX CHU-
creMm, e TpeOyercs: HeMpepbIBHBIA MOHUTO-
PHMHT ¥ pearupoBaHUE JaXe B YCIOBHAX Ya-

CTUYHBIX OTKa30B HH(PPACTPYKTYPBL.

B sroii cutyaru Bee 6osbliee BHUMA-
HHUE YJAENSAeTCS HCIOJIb30BAHUIO METOJOB
MCKYCCTBEHHOT'O MHTEIUIEKTA /I YCHIICHUS
CpeAcTB KuOep3amuThl. ANTOPUTMBI Ma-
muHHOrO 00ydenuss (ML) m tmybGokoro
oOyuenus (DL) cnocoOHBI aHAIM3UPOBATH
OosblIe OOBEMBI MAHHBIX O COOBITHUSX
0€30IaCHOCTH B PEXHME pEealbHOro Bpe-
MEHH U BBIABJIATH CKPBIThIE MIa0JIOHBI,
YCKOJIb3aIOLINE OT TPAJAUIIMOHHBIX MTPABUI
[2]. B oTnuuMe OT CUTHATYpHBIX METOJIOB,
KOTOpbIE OMUPAIOTCSI Ha PYyYHOE 3aJaHue
MPU3HAKOB YIPO3, COBPEMEHHBIE METOJIbI
ML u DL aBromarmuecku oOydaroTcsi Ha
JAHHBIX WU OOHAapYXHUBAIOT paHee HEeus-
BECTHBIE aTaKH 10 HESIBHBIM KOPPENALUAM
npusHakoB. Hampumep, DL-monenu cno-
COOHBI BBISBIISITH CJIO’KHBIE MHOTOXOIOBbIE
aTaky 3a CYET PaclO3HAaBAHUS Majlo3aMeT-
HBIX aHOMAJIbHBIX XapaKTEPUCTHK B IOBE-
JICHUU OOBEKTOB, YEro HEBO3MOXKHO [10-
OuThCs pydHOU sKcmepTu3oil. brmaronaps
sromy uHrerpauusa MM nossomnser cHu-
3UTh KOJIMYECTBO JIOKHBIX TPEBOI U IIO-
BBIIIAET OBICTPOACHCTBHE OOHAPYKEHUS
MHIMJIEHTOB, YTO OCOOEHHO Ba)XXHO ISt
CUTYallHOHHOW OCBEJIOMJIEHHOCTH B KH-
OeprpocTpaHCTBe.

Axmyanonocms  uccieoosanus. Yuu-
ThIBasi POCT CJIOKHOCTU KHOEpyrpo3 U He-
JOCTaTOYHOCTh TPAAULIUOHHBIX CPENCTB
3alUTHI, AKTYalbHbIM SBISIETCS BCECTO-
pOHHEE M3y4YeHHE U BHEAPEHHUE TEXHOJIO-
ruii W myist aBTOMaTu3upoBaHHOTO OOHA-
PYKEHMS NECTPYKTUBHBIX BO3JACHCTBUM Ha
nHpOpMAIMOHHbIE U TEXHUYECKHUE CHCTe-
Mbl. ONBIT IPUMEHEHHSI JTaHHON TEXHOJIO-

MU CBUIETENBLCTBYET O TOM, uto MU cra-
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HOBHUTCS KIJIIOUEBBIM 3JIEMEHTOM COBpE-
MEHHON KnOep3aluThl, Mo3Boisis obpada-
THIBaTh OOJIbIIME JAaHHBIE YIPO3 U pearu-
poBath TpoakTHBHO [3]. B HOpMaTHBHBIX
MPaBOBBIX AKTaX MOAYEPKUBACTCS HEOOXO-
JMMOCTb Pa3BUTUSL CHUCTEM TPOTHUBOJCH-
CTBUSl JIECTPYKTUBHBIM BO3JCHCTBUSAM Ha
MH()OPMALIMOHHbIE U TEXHUYECKHE CUCTEMBI,
BKJIIOYass KUOepaTaku Ha CIOXKHYI TEXHH-
yeckyto uHppacTpykrypy'. Takum o6pasom,
obocHoBaHME YPPEKTUBHOCTH MTPUMEHEHUS
METOJIOB MCKYCCTBEHHOTO MHTEIUIEKTa (Ma-
IIMHHOTO 00Y4eHHUs U TITyOOKOro 00y4YeHust)
IUIsl CBOEBPEMEHHOI'0 OOHAPY)KEHMsI TaKUX
BO3JICMCTBUM U UX CPAaBHEHHE UMEIOT BaXK-
HOE Hay4YyHOE U MPAKTHUYECKOe 3HAYCHUE JUIs
YKpeIUIeHUsT HAMOHATIbHON U MH(pOpMAaIU-

OHHOM 0€30IaCHOCTH.

MaTepMan bl U MeTOAbI

HccnenoBanne Oazupyercss Ha METO-
JaX CHCTEMHOTO aHajM3a M JKCIIEPHMEH-
TanbHOI MpoBepkH. Beimonnen 0630p co-
BPEMEHHBIX ITyOJIMKAUil 10 TPUMECHEHHIO
NN B xubepbesonacHoctu. B Tom umcne
paccMoTpeHbl  00o0mIammue padoThl 10
Al-perexnuu atak, UCCIIEIOBAHUS 110 aHO-
MaJIbHOMY OOHapy»XEHHIO U aHAJIU3 CTaH-
IapTOB. YUUTHIBAIUCH PYKOBOSIINE JO-
KyMEHTBI 10 O€30MacHOCTH IMPOMBIIILICH-
HBIX CUCTEM U MEXIyHapOJHbIE CTPATETUU
B obmactu UN. D10 mo3Bonmio BeIpabo-

TaTh TpeOOBaHUS K MeETOAaM OOHapyxke-

! Vka3 Ilpesunenta P® or 02.07.2021 Ne 400 «O
Crpareru HalMOHAJIBHOM Oe30macHoCTH Poccuiickoit
Oeneparpmy. OdurmanbHoe onyomikopanue: Oduiu-
QIBbHBI MHTEPHET-TIOPTA MPABOBOM HMH(OPMAI[HH.
URL: https://publication.pravo.gov.ru/Document/View/
0001202107030001.

HUS aTaKk B CJIOXHOW TeXHUYEeCKOH nHppa-
CTPYKType (TOYHOCTbH, HAJE)KHOCTh, WH-
TEPIPETUPYEMOCTh PE3yJIbTATOB, COOTBET-
CTBHE mNpuHOMNAM posepeHHoro MW u
ap.). Kpome Toro, npoBeneH cOOCTBEHHBIH
HKCIIEPUMEHT IO OOHAPYKEHHUIO CETEBBIX
arak ¢ nomormupro ML/DL. B kauecTtBe
JAHHBIX BBIOpaH OOIEIOCTYIHBI HaOOp
UNSW-NBI15, nmutupyrommii cereBoii Tpa-
(UK C HOpPMaJbHOW AaKTHMBHOCTHIO M HeE-
CKOJIbLKUMM THNaMHu atak. JlaHHBIA maracer
COJEPKUT OKOJIO 2,5 MITH. CETEBBIX CECCUM C
pa3MEYeHHBIMH aTakaMy 9 pa3IM4HBIX Ka-
teropuii (DoS, ckaHupoBaHuE, 3KCIIJIOWTHI,
O9KIOpBl, U Jp.) U HOPMAJbHBIA TpaduK.
JUIs SKCIIEpUMEHTA UCIIOJIb30BaHbl: KIIacCHU-
yeckuid anroput™ ML (Random Forest) u
mozaens DL (mmosHOCBs3HAs HEWpOHHAS
cetb). Moaenu oOydeHsl Kiaccuduuupo-
BaTh CETEBBIE CECCHM IO KiaccaM (OTCYyT-
cTBHE JIMOO OJMH M3 TUIIOB araku). Kaue-
CTBO OILICHHMBAJIOCh Ha TECTOBOM BBIOOPKE C
MOMOIIBI0 METPHK TOYHOCTH (accuracy),
MOJIHOTHI oOHapyxeHus (recall), TounocTn
nporHosa (precision) u Fl-meprr. Takxke
PacCUNTHIBAIMCH ITOKA3aTeNN AJIs KaX0ro
KJlacca aTak (KaTeropuy yrpos3) M CTPOHU-

JaCh MaTpUIla OMMOOK KJIacCU(DUKAIIIH.

PesynbTaTthbl U Ux ob6cyxaeHve

Hcropuuecku cuctemMbl 0OHapyKEeHUs
BTOPKCHUN OINUPAIUCh HAa CUTHATYPHBIN
aHaJu3, MPU KOTOPOM HM3BECTHbIE 1I1a0JI0-
HBl aTaK COIOCTaBJIAKOTCA C IIOCTYIAO-
muMU coObITHsIMU. Takasg cxema 10 CHUX
[IOp IIMPOKO PACHPOCTPaHEHA B KOMMEp-
geckux IDS/IPS 3a cuer mpocToThl peanu-

3allMM M TIOHATHOCTH pe3yJbTaToB [4].
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OnHako T7aBHBIAH HEAOCTATOK CUTHATYP-
HOTO METOJa — HECIOCOOHOCTh BBIABIIATH
HOBBIE, paHee HE BCTPEYaBIIMECS BUIbI
aTak. 3JIOYMBIIUICHHUKHA CKPBIBAIOT Bpe-
JOHOCHYIO (DyHKIIMOHATBHOCTb U CO3JAI0T
SKCIUIOMTHI Ha He3a(UKCUPOBAHHBIE YS3-
BUMOCTH, CUTHATYpbl Ha KOTOpbIE OTCYT-
CTBYIOT, I03TOMY curHatypHsie IDS mpo-
MyCKalT Takue ataku. Kpome Toro, poct
KOJINYECTBA CUTHATyp BeJeT K yBelIude-
HUIO YMCTIa JIOKHBIX cpabaTbIBaHUM U Iie-
perpy»aer aHaJIUTUKOB 0€30MacHOCTH.
JIns mpeononeHnsl OTpaHUYEHUM CUT-
HaTypHbIX IDS Obu1 pa3BuT moaxox aHa-
JaM3a aHOMAaNWM, TpPU KOTOPOM MOJIEINb
HOPMAJIBHOTO TOBEIEHUSI CHUCTEMBI CTPO-
UTCSl HA OCHOBE CTAaTUCTHKH, a OTKJIOHE-
HUSL OT HOPMBI pacCMaTpUBAIOTCA KakK IO-
TEeHIMaJIbHbIC MHIMJEHTHL. PaHHHE MeTo-
Ibl aHOMAJBHOTO OOHAPY)KEHUS MCIIOJIb-
30BaJI CTAaTUCTUYECKHE MOJIENIN U TTOPOTH,
HO OHU HE YYMTBHIBAJIU CJIOXHBIX B3aUMO-
CBsI3el NMPU3HAKOB M YacTO CTpajalud OT
BBICOKOT'O YHMCJIa JOXKHBIX TpeBor. Tem He
MeHee, caM IMepexo] OT MOMCKa M3BECTHBIX
1a0JIOHOB K TIOMCKY JIIOOBIX OTKJIOHEHHIA
3aJI0’KWJT OCHOBY ISl IPUMEHEHHS MallluH-
HOTO 00y4eHUs B 0OHApYy»KeHUH aTak [S].
Ilpumenenue mawuHHo20 00yUeHUs
(ML). C cepenunbl 2000-x rogoB B cHuCTe-
Max OOHapyXeHHs BTOPKEHHH Hayaiu
UCIOJIb30BaTh METO/bl MAIIMHHOIO 00Y-
yenus. Kiaccnueckue anroputmel ML —
takne kak Decision Tree (mepeBbs pere-
Huii), Random Forest, SVM (omopHbie
BekTOphl), Naive Bayes, k-NN u ap. —
oOydaroTcs KIacCU(pUIIMPOBATh CETEBBIC

CECCHU WJIN COOBITHS Ha OCHOBE MHOKE-

CTBa MpU3HAKOB (0COOEHHOCTEW Tpaduka,
CUCTEMHBIX BBI30BOB W Iip.). Mccaenosa-
HUA IIOKa3bpIBarT, 4ro ML-anropurmsl
CIOCOOHBI JIOCTUYb BBICOKOM TOYHOCTH
(>90%) Ha HM3BeCTHBIX maTacerax (Hampwu-
mep, NSL-KDD) mnpu aerekrupoBaHuu
M3BECTHBIX THUIOB aTtak. Tak, B pabore
Sowmya & Anita (2023) mpoBenen 0630p
psiia MCCIIENOBAaHMWM W CAENaH BBIBOA, YTO
ucrnosb3oBaHre ML NoBbIIIaeT TOYHOCTB 00-
Hapy)KEHUs 110 CPABHEHHUIO C CHUTHATYpPHBIM
aHanmu3oM [6, 7]. Oqnako ML-meTonpb! niep-
BOTO TOKOJIEHHUSI UMENU OrpaHHYEHHE: OHH
TpeOOoBaIM TIIATEILHOTO PYYHOTO KOHCTPY-
UpPOBaHMS TPU3HAKOB A 00yuyeHus. -
(eKTUBHOCTH KIacCU(UKAIMU CUIIBHO 3aBU-
cela OT KauecTBa U IOJHOTHI BBIOPAHHBIX
MIPU3HAKOB, YTO 3aTPYIHSIIO OOHApy)KEHHE
HOBBIX aTaK, HE OTPAXECHHBIX B IPH3HAKO-
BbIX I1abnonax. Kpome toro, muorue ML-
MoJiend 00ydeHbl Ha HecOaJaHCHPOBaH-
HBIX JAaHHBIX, BCJIEJCTBHE YEr0 UM TPYAHO
OoOHapy>KUBaTh PEIKUE aTaKu.

I'nybokoe obyuenue (DL). TlosBnenue
ryOOKMX HEWPOHHBIX CETed Jaj0 HOBBIM
numiynse pazsuruto IDS. DL-mozemu (mity-
O00oKHe HEWpPOHHBIE CETH, PEKYpPpPEHTHBIC
CEeTH, aBTORHKOJEPHl M Jp.) aBTOMaTH4e-
CKU M3BJIEKAIOT CYLIECTBEHHbIE MPU3HAKH
U3 CBIPBIX JaHHBIX, YCTpaHsAs HeoOXonau-
MOCTh PYYHOI'O CO3JAaHMs MPU3HAKOB [8].
B kubGep6esonacnoctu DL Haxogut mpu-
MEHEHME B Pa3IMYHbIX 3a/la4ax: oT OOHa-
PYXKEHHs CETEeBBIX aTak C IOMOIIbIO pe-
KypPPEHTHBIX HEMPOHHBIX ceTel (y4UThI-
BAaIOILINX BPEMEHHYIO TMHAMHKY Tpaduka)
70 Ki1accu(uKaluy BpEeJOHOCHBIX (ailioB
Ha OCHOBE CBEPTOYHBIX HeHpoceTeil (pac-
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MO3HAIOIIUX MATTEPHBI B MOCJIEIOBATENb-
Hoctu OaiitoB). DL mpomemMoHCTpHupoBat
CIIOCOOHOCThH BBISIBIIATH CIIOXKHBIE HEJH-
HEWHBIE 3aBUCUMOCTH, YTO O0COOEHHO (-
(bexTuBHO a1 OOHApPYKEHUS IMPOABUHY-
ThIX yrpo3. Hampumep, orMeuaercs ycrex
npuMeHenuss DL s nmpoTHBOIENCTBUA
CKpbITHBIM APT-arakam — HeillpoceTn Mo-
I'yT pacro3HaBaTh €/1Ba 3aMETHbIE IOCe-
JOBATEJIbHOCTU JEUCTBUN ATAKYIOLIETO HA
pa3HbIX dTanax kuoep-uenouku [9]. Kpo-
M€ TOTO, aBTOOHKOIEPHI TPUMEHSIFOTCS IS
BBISIBJICHUSI aHOMaJIK 0€3 METOK IyTeM
oOydeHHss Ha HOPMAJIBHOM TIOBEICHUU:
CeTh YYHMTCS BOCCTAHABIMBATH «HOPMAb-
HBbIE» JaHHbIe, U OoJbIIME OMIMOKH BOC-
CTaHOBJICHUSI CUTHAIIM3UPYIOT O HETHUITNY-
HBIX, BO3MOKHO, BPEJOHOCHBIX 00pa3iax.
HccnenoBanusi MOKa3bIBalOT, YTO ABTORH-
KOJIEpbl YCHEIIHO OOHApy)XKUBAIOT aTaKu
Ha TPOMBIIIJICHHBIX MPOTOKOJAX, TOCTH-
rast >90% F1-mepsl B TECTOBBIX CLIEHApH-
ax [10]. B uenom, DL-meToabpl B HacTosi-
Iiee BpeMs CUMTAIOTCS Haubosee Imep-
CIIEKTUBHBIMU JUIS BBHISBICHHS paHEe He-
M3BECTHBIX aTak Onarojgaps UX CIOCOOHO-
CTH 000011aTh CKPBITHIE 3aKOHOMEPHOCTH.
OnHako y HHX €CThb CBOM HEIOCTAaTKH,
HampuMep, MOTPeOHOCTH B OOJBIINX BHI-
YUCIUTENBHBIX pecypcax M HaHHBIX IS
oOydeHus, a TaKKe YsI3BUMOCTh K aJBEp-
capuajJbHBIM aTakaM (KOTJa 3JI0YMBIIII-
JICHHUK IIeJICHANPaBICHHO HUCKaXaeT BXO/-
HBbIC JJaHHBIE, YTOOBI OOMaHyTh MOJETH). B
CITO)KHBIX TEXHUYECKHX CHCTEMaX CHCTEMax
9TH (PaKTOphl OTPAHUYMBAIOT BHEIPECHUE
DL: tpeOyercs THIATENEHO TECTHPOBATH
MOJIETT Ha YCTOMYMBOCTh M MHTPETPETUPY-
€MOCTb PE3yJIbTaTOB.

Ancamonesvie u cubOpuoHvle Memoobl.
JIyisi TIOBBINIEHUS HAJEKHOCTH HYacTO WC-
MOJIB3YIOT aHCAMOJIM aJIrOPUTMOB U THOpUI-
HbIE CHCTEeMBL. AHcamOjeBble Kiaccudu-
KaTopbl (HarmpuMmep, CTEKUHT WA OYCTHHT
Haj pa3HeiIMH ML-MOensMu) mo3BoOJIsOT
KOMOMHHPOBATh CWJIbHBIE CTOPOHBI OT-
JeNTbHBIX METOJIOB U CTJIKUBATh UX HEJO-
cratku. ['ubpuansie IDS couetaroT B cebe
OJTHOBPEMEHHO CUTHATYPHBIE MOJIYJIN IS
M3BECTHBIX aTaK U aHOMAJINYECKHE MOY-
au Ha 6a3e ML/DL — tem cambiM oOecrie-
qyBass MHOTOYPOBHEBYIO  (DUIBTPALIUIO
yrpo3. Hampumep, cucrema cHayana oT-
(UIBTPOBBIBACT M3BECTHHIC aTaKu CUTHA-
TYpHO, a 3aT€M HEU3BECTHbIE OTKIIOHEHHUS
oOpabaThIBacT aBTOIHKOACP WJIM KiacTe-
pusanus. Takol moAXo[ CHUYKAET Harpys-
Ky Ha ML-Mozens u o0nerdaetr HHTEpIpe-
Taluio. 3a MOCIETHHE oAbl OTMEYaeTCs
TPEH/I Ha MHTETPALlMI0 Pa3HOPOJIHBIX TEX-
HOJIOTUW M TIEPEXO0/] K MHOTOCTYTIEHYAThIM
cxemaMm oOHapysxeHus [11]. 9to ocobenHo
aKTyaJbHO B MAacCIITaOHBIX HHQPACTPYK-
Typax, TJie OUH MOAX0] He 00eCreunBacT
NOJHOW 3ammThl. OTAENBHO CIEAyeT OT-
METHUTh, YTO MOBBIIICHNE HAICKHOCTH WH-
TEJUICKTYalIbHBIX MOIyJIed THOPUIHBIX
IDS BO3MOXHO 3a CYET KOPPEKTHOI'O BBI-
Oopa omepanuii HEYETKOrO BBIBOJA U
«MSITKHX» apu(METHUYECKUX OTepPaIHid,
YTO CHI)KAET BBIUMCIUTEIbHbBIC OIIMOKA U
CTabUIM3UpyeT MPUHATHE perteHunii [12].

Ilpumenenue U ons cumyayuonmot
oceedomnenHocmu. IloMUMO BBISIBICHUS
KOHKpeTHbIX atak, M Bce mmpe mpume-
HSIETCS ISl KHOSPCUTYAllMOHHOW OCBEOM-

JICHHOCTH, TO €CTh I (pOpMHUpPOBaHHUS Iie-
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JIOCTHOM KapTHUHBI COCTOSIHUSI KUOEpIpo-
CTPaHCTBA OpPraHU3allMM B PEAIBLHOM Bpe-
menu. Muctpymentsl Ha 6aze U cnoco0-
Hbl arperupoBaTh U aHAJIM3UPOBATh pa3-
HOPOJHBIE MCTOYHUKU JIAHHBIX: CETEBBIE
JIOTH, TEJIEMETPUI0 CHUCTEM, YS3BHUMOCTH,
pa3Be[laHHBIE 00 Yrpo3ax U INperoCTaB-
JSATH OmeparopaM OOOOIIEHHOE MpEACTaB-
JIHHE O TEKYIIUX WHIUAEHTaX U PUCKaX.
Hanpuwmep, anropurmbl 00paboTKu ecte-
ctBeHHOro s3pika (NLP) wucmons3yrorcs
JUIS. aBTOMATHYECKOTO aHallu3a TEKCTOBBIX
OTYETOB M HOBOCTEH 0O KuOepyrposax,
9TOOBI BBIJCIATH PEICBAaHTHYIO HH(OpMa-
muro [13]. B wurore, MM-uHCTpyMEHTHI
CYLIECTBEHHO PpAaCIIHUPSIOT BO3MOXKHOCTHU
aHAJIUTHKOB IIEHTPOB MOHUTOpPHUHTra 0Oe3-
OIMAaCHOCTHU: PYTHHHBIE 3a/1a4M (IIOUCK HH-
JIUKATOpPOB KOMITPOMETAllUU, IEepBUYHASL
KJacCu(UKAKUs WHIHJECHTOB) aBTOMAaTH-
3UPYIOTCS, a IEPCOHANI MOXKET COCPEN0TO-
YUTHCS HA IPUHSATUU PEIICHHA.
Omeuecmeennvie pazpabomku. B Poc-
CUM AaKTHUBHO BEIyTCS MHCCIIEIOBAaHHS IO
npumeHenuto U B kubepOe3zomacHOCTH.
Tak, pa6otsl mox pykosoactsom M.B. Ko-
TEHKO TOCBAILICHbI UCIOJIb30BAHUIO METO-
noB ML/DL nna 3amuts! [oT u xubepdu-
3uueckux cucreM [14]. B yactHocTH, npea-
JIOKEHBI PEIIeHUs] 10 paHHEeMY OOHapyKe-
HUIO KHOEpaTak C TMOMOIIBI0 HMHTETPAIH
CTaTUCTUYECKUX METOJOB U (PPaKTaIBLHOTO
aHanu3a Tpaduka, a TAKKe paclpeeseH-
HbI€ CHUCTEMbl OOHAapy>KEHHs aTak B IpO-
MBILIUIGHHOM HHTEpPHETE BELIeH, HCIOJb-
3ylolue TmapauielbHyl0 00paboTKy aaH-
HBIX U 00yueHHBbIe Monenmn ML. Pa3paba-

ThIBAKOTCA MHOI'OAr¢HTHBIC IIOAXOAbI, I'IC

MHTEJUIEKTyaJIbHbIE areHThl Ha 0aze MeTo-
JIOB TJIyOOKOTO OOy4YeHHsS OOMEHSIOTCS
MEXIy cOo0OH 3HaHHMAMU 00 arakax Oe3
pasriameHus MWCXOMHBIX AaHHBIX (dene-
patuBHbIi npuHuum). B paborax Tymka-
HOBOH M aBTOPOB HCCIIEJOBAHBI MOJXOMIbI
oOHapyXeHHsl KuOepaTak W aHOMaIWid B
KHOEpPU3NIECKUX CHCTEMAaxX C Pa3INYHbI-
MU HMCTOYHHKAMHU JaHHBIX, TPHUBEAEHA
CpaBHUTENIbHAS OLIEHKa METOJOB M IOKa-
3aHO, YTO COYETAHHE CUMBOJIbHBIX U HEM-
POCETEeBBIX METO/IOB YJIyUIllaeT BBISIBICHHE
MHIIMJIEHTOB Ha IPOMBIIUIEHHBIX YyCTa-
HoBKax [15].

B ocoboe HampaBieHue ciemyeT BbI-
JEeTUTh NpUMEHEeHHe (eepaTUBHOrO 00y-
4yeHus Ui 3a1ad 6e3omacHocTH. Denepa-
TUBHOE O0Yy4EHHE IO3BOJIIET HECKOJIbKUM
OpraHuzanusM WiH y3aam oOydyaTh 00-
IIyI0O MOJieNb OOHapyXXeHHs aTak, He Ie-
penaBasi Ipyr ApPYyTy CbIpble JaHHbIE (BaXK-
HO JUI1 COXpaHEHHUs KOH(HIEHIHAIbHO-
ctu. B paborax aBTOpOB MpeaIoKeHa apXu-
TEKTypa CUCTeMbI OOHAPY>KEHUsI BTOPKEHHUI
Ha ocHoBe (eneparuBHOro ML u mposene-
HBl DKCIIEPUMEHTHI, MOJTBEpMBLINE 3(]-
(eKTHBHOCTH TaKoro moxaxoxaa [16]. Apxwu-
TEKTypa BKJIIOYAET CIELUAIbHbIE KOMIIO-
HEHTHI Il BHIOOPKH JIOKAJIBHBIX JAHHBIX,
00y4yeHMs JIOKAJIbHBIX MOJIeNIel, OlleHUBa-
HUSI PUCKOB YT€UKH MH(POPMAIMH U BBISB-
JICHUS aTak Ha caM Iporecc perepaTuBHO-
ro oOyueHus. Pe3ynpTaTbl MOKa3bIBAIOT,
yro moaenu IDS, oOyuyennsie deneparus-
HO Ha paclpeieieHHBbIX JaHHBIX Pa3HBIX
opraHuzaiuii, OOHapyXMBalOT aTaku C

TOYHOCTBIO mopsiaka 90-92%, yto cpas-
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HUMO C IIEHTPAIM30BAHHBIM OOYYCHHEM,
MpHU CYIIECTBEHHOM COKpAalIeHHH 00bhema
nepenaBaeMoii mHpopMmanuu. OnHako B
TaKOM IIOXO0JIe MPHUCYTCTBYET PSA HEIO-
CTaTKOB, TAKUX KaK: OTCYTCTBYIOT €IHHbBIC
METOIMYECKUE PEKOMEH AU TI0 TTOCTPO-
€HUIO M OIICHKE TaKUX CHUCTEM; TPeOyroTCs
MEXaHU3Mbl TPOTHUBOJCHCTBUS BO3MOXK-
HBIM aTakaMm Ha caMu (elepaTuBHBIC CXe-
MBI (HampuMep, OTpPaBJICHHUE JaHHBIX yda-
cTHUKaMHu). Tem He MeHee, deaepaTUBHBII
MOJXOJT PacCMaTPHUBACTCS KaK TepCIeK-
TUBHBIA JUIS CJIIOXHBIX TEXHUYECKHX CH-
CTeM, TJiec OOMEH CHIPBIMHU JTaHHBIMH MEX-
Iy CeTMEHTaMH HEXKeJIaTeJIeH, a COBMECT-
Hag 3alIuTa He00XO0UMa.
DKkcnepumenmanvHoe cpasHeHue Me-
mo0o0g. J1Jis cpaBHEHUS! pACCMOTPEHHBIX Me-
TOJIOB TIPOBENICH HKCIEPUMEHT C TPUMEHe-
auem ML/DL k cereBomy matacety UNSW-
NB15. BeiOpannbiii Ha00p JaHHBIX COHEP-
KHUT COAJAaHCUPOBAHHYIO BBIOOPKY HOp-
MaJILHOTO TpaduKa W Pa3IMYHbIX aTak, 4To
MO3BOJISIET OLCHUTH 3(PPEKTUBHOCTH ANro-
PUTMOB Ha MHOTOKJIaccoBO# 3amade. O0y-
geane Mmoxeneii Random Forest (RF) u
rTyOOKOI HEHPOHHOM ceTH MPOBOAMIIOCH Ha
TPEHUPOBOYHOW BBHIOOPKE; 3aTE€M MPOU3BO-
IMJIach KJIACCU(MKAIMS TECTOBBIX JTAHHBIX.
B xadectBe 6a30BOii JTMHWUU IS CpaBHE-
HUS YCJIOBHO PAacCMaTpPUBAJICS CUTHATYp-
HBI METOJ, CIIOCOOHBI OOHAPYKUBAThH
TOJIBKO aTaku u3BecTHOro Tuma. Ha puc. 1
MPUBEACHO CpPaBHEHHE HWHTErpaibHOU
TOYHOCTH OOHApY>KEHUsS ISl TPaaWIMOH-
HOTO CHUTHATYPHOTO TOJXOJa, ajlrOpuTMa
ML (Random Forest), momxenu DL (Heii-

pOcCeTb) W HX THOPUIHOTO COYETAHUS.
OueBunno, uto ML u DL cymecTBeHHO
NPEBOCXOAAT CUTHATYPHYIO CHUCTEMY IIO
tounoctu (Oomee 90% mpotuB ~70%).
Mopnenb r1yOOKOTO OO0Yy4YeHUsS JOCTUTAeT
ok0s10 96% TOYHOCTH, a THOpUIHAS MHO-
rOypoBHEBass cUCTeMa (KOMOMHHpYIOLIas
curHatypHbsiii 1 ML-ananu3) — no ~98%,
MOKa3bIBasi, YTO COYETAHHE Pa3HBIX METO-
JIOB TI03BOJISIET MOBBICUTH KaueCTBO OOHA-
PYKCHHSL.

Jlis riry6oKoro HeipoceTreBoro Kiac-
cU(UKaTOpa pacCYUTaHbl MOKa3zaTenau 00-
Hapy>XeHUS M0 KaXJIOMy KJaccy aTak.
Puc. 2 unmmrocTpupyer MONMHOTY OOHApy-
xenus (recall) ms 10 xareropuit Tpaduka
UNSW-NBI15. Yame BcTpedaroniecs: TH-
bl aTak, Takue kak Generic (MaccoBbIe
ceteBble aTtaku), DoS m Reconnaissance
(pa3Benka) paco3HaKOTCS MOJIETBIO MPaK-
THYECKH MOJaHOCTRIO (recall ~95-99%).
I penxux knmaccoB (Shellcode, Worms),
Ha KOTOpPbIE MPUXOIUTCSI MaJI0 00yYarOIIX
npuMepoB, noHota Huwxke (70-75%). Takue
pe3yNbTaThl OTpaXkatoT Mpobnemy HecOa-
JIAHCHPOBAHHBIX JTAHHBIX: MOJICIIb XYKE BbI-
SIBJSICT MajlouucieHHble ataku [17]. B
MPAKTUYECKMX CHUCTEMax »JTOT J(GeKT
CMATYACTCS METOAAMHU OaJaHCUPOBKH, YTO
YaCTUYHO YYTCHO MPHU TPCHHUPOBKE HEM-
pocetu. Tem He MeHee, axke pelKue aTa-
ku («shellcode», «4yepBm») oOHapykuBa-
IOTCSL ¢ mpuemieMbiM KadecTBoM (~70%
oOHapy>KeHHsI), TOr/la Kak 0e3 HCIOJb30-
Banusa DL oHum 3avacTyro ocrarorcs Hesa-

MCUYCHHBIMU.
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Fig. 1. Comparison of attack detection accuracy by different approaches (signature-based method,
ML algorithm, DL model, and hybrid ensemble)

Kpowme Toro, nmpoananuzupoBaHa mpo-
W3BOJUTEIBHOCTh LIEHTPAIM30BAHHOTO U
(denepaTUBHOTO TOAXOIOB K OOHapyxe-
Huto arak [18, 19]. B nenTpanuzoBaHHON

IDS Bce mannbpie cobuparorcs u obOpada-

THIBAIOTCSI B OJTHOM Yy3Jie (Harpumep, B Ja-
Ta-I[EHTpe), TOTAa Kak MpH (herepaTuBHOM
0o0y4eHHH MOJeld OOHOBIISIOTCS Ha Me-
cTax U OOMEHHUBAIOTCI TOJBKO O0O0OIIEH-

HBIMH [1apaMETPaMHU.

1001 99%
98% o7
95%
95|
92%
90%
4
,\. 90 89% 88%
=®
E
U 85
¥
>
g
S 8o
[te}
o
g 75F
0y

2 2% 71%
o
2 70f

65

60 e =3 2 ) < Q 1N 0

W W < \a \ O () ®!
po? P o° ¢0%® 4 ’5“6‘“‘)“\ 033‘5"‘ N‘a‘\ 6‘6*‘) 0\ ue?
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Ha patacete UNSW-NB15

Fig. 2. Per-class detection recall for the deep learning model on the UNSW-NB15 dataset
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Ha puc. 3 npuBeneHo cpaBHUTEIbHOE
JIMarpaMMHOE OTOOpaXeHHe TOYHOCTH 00-
Hapy>XeHUS M CpelxHell 3anepKku oOpa-
OO0TKH COOBITHI ISl IICHTPATM30BAaHHOU U
denepatuBHoit IDS (10 maHHBIM 3KCTIEpHU-
MEHTOB M3 PabOTHI).

W3 puc. 3 BumHO, 4TO (enepaTUBHAS
MoieNb 00ecreynBaeT MPaKTUYECKH Ty Ke
TOYHOCTH OOHapykeHus (~92%) 4To U 1eH-
Tpanu3oBaHHas (~95%), Npu 3TOM CpeIHsIs

3a7iep’kka 00paOOTKH HMHIIMIEHTOB COKpa-
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njaercs npuMepHo Ha 70% 3a cuér Jo-
KaJTbHOW 00paOOTKM MaHHBIX. Takoil moj-
XOJ TIOBBIIIIAET OIMEPATHUBHOCTH Pearupo-
BaHUS M CHUMAET HArpy3Ky ¢ IEHTPaIbHO-
ro y31a. OH 0COOEHHO aKTyajeH I pac-
MpPEIeTICHHBIX OOBEKTOB (IHEPTOCETH, Ce-
TH CBSI3U, IPOMBITINICHHBIEC TIPEANPUITHS C
¢unmanamu), rae OObEAMHEHHE TaHHBIX
3aTpyIHEHO WJIM HEeXeJlaTeIbHO M3-3a Tpe-

0OOBaHM 0E30MACHOCTH.
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Puc. 3. CpaBHeHue LeHTpanu3oBaHHoM 1 heaepatmeHon mogenm IDS: TOYHOCTbL OBHapYXeHUsA aTak
N OTHOCUTENbHAA 3aaepkka 0OpaboTkn cobbITUI

Fig. 3. Comparison of centralized vs. federated IDS models: attack detection accuracy and relative

event processing delay

BbiBogbl

NCKyCCTBEHHBIM HWHTEIUIEKT SBISACTCS
OJJHUM U3 Hambojee NepCHEeKTUBHBIX Ha-
MPaBJICHUH Pa3BUTHSI CPEJICTB OOHAPYKEHUS
U TNPENOTBPALICHUS JECTPYKTUBHBIX BO3-
neiicTBUil Ha MH(GOPMAIMOHHBIE U TEXHU-
yeckue cucremsl. [IpoBefeHHBIN aHAINU3 U

SKCIICPUMECHT MMOATBECPKAAIOT, YTO MHTCIpa-

st anroputMoB ML/DL B cuctemsl kubep-
0€30I1aCHOCTH TI03BOJISIET BBISBIIATH ATaKU C
OombIlIe TOYHOCTBIO M Ha Oosee paHHUX
JTamnax, 4eM TPaJULHOHHbIE CUTHATypPHBIC
Meroapl. OcobOenHo BakHo, uyro MU-
CpelICTBa CIIOCOOHBI Paclio3HaBaTh HOBBIE U
CIIO)KHBIE YTPO3bl, paHEe YCKOJIb3aBILIHE OT

KOHTPOJIA, TEM CaMbIM IIOBbIIIAA CUTYyallU-
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OHHYIO OCBEJIOMIICHHOCTH OIEPaTOpPOB U
COKpaIIasi «CJeTble 30HbD) B 3aIIUTE.
[omy4eHHbIe pe3yIbTaThl OITBEPK 1a-
0T, 4TO IpumeHeHue meronos MU cyme-
CTBEHHO MOBBIIIACT 3PPEKTUBHOCTh OOHA-
PYKEHHUSI aTakK MO CPaBHEHUIO C TPaIHIIH-
OHHBIMM cpeacTBamMu. Anroput™Mbl ML wu
DL cnoco6Hbl 00HApYKMUBaTh U3BECTHHIE U
HOBBIE aTaKd C BBICOKOH TOYHOCTBIO, CO-
Kpamasi J0JIF0 MPOITYIIEHHBIX WHIUJICHTOB.
I'myboxoe 0Oy4yeHne ocooeHHO 3 PEKTUBHO
IUTSL CJIOKHBIX CIIEHApUEB aTak 3a CUeT aB-
TOMAaTHYECKOTO BBISBICHUS] CKPBITHIX aHO-
maymmii. OHako 6e3 crienuanbHbIX Mep DL-
MOJIETT MOTYT XYy’K€ JIETEKTHPOBAThH PEIKUEC
Buapl atak. JlaHHas mpoOnema Tpedyer
BHUMAHHUS TP Pa3BEPTHIBAHUU CHCTEM
(Hampumep, MCIMOJIb30BaHHE METONOB 0a-
JAHCUPOBKH JTAHHBIX, TE€HEPAIlMH CHHTE-
TUYECKUX TPUMEPOB arak u T.I.). Kpome
TOTO, CJIEAYET YYHUTHIBATH BBIYUCIIHTEIIb-
HBIC 3aTPAThl: HEHPOCETEBBIE MOJEIN Tpe-
OyroT 60JIee MOIIIHOTO aNMapaTHOTO oOectie-
YEeHUS ¥ ONTHUMHU3AINN, 0COOCHHO U1 pado-
THl B PEUTLHOM BpeMeHU. B mpoBeneHHOM
IKCTIEPUMEHTE TIOATBEPANIACH TIEPCIICKTHBA
MIPUMEHEHHUs aHcaMOJsie W TUOPUAHBIX CH-
CTEM: COYeTaHHEe MpPaBUJI U 00y4aeMbIX MO-
neneld maetr Oonee BBICOKHME IMOKa3aTely,
Oo0beMHSSI TOCTOMHCTBA JIETEPMHUHUPOBAH-
HBIX U BEPOSITHOCTHBIX TOXOIOB.
[IpakTudeckasl EHHOCTH TMOJYYEHHBIX
PE3yIbTaTOB COCTOMT B TOM, YTO pa3pado-
TaHHBIC TIOAXOJbl U PEKOMEHAAIMH MOTYT
OBITh TIPUMEHEHBI MPHU CO3/aHUHM HOBBIX U

MOJEPHHU3ALNH CYIIECTBYIOIIMX CUCTEM KH-

0epOe30MacHOCTH Ha CIIOKHBIX TEXHUYe-
CKHMX 00BEKTaX Pa3In4HON MHPPACTPYKTYpHI
(oHEpreTHKa, TENEKOMMYHHKALUM, IPO-
MblnuieHHsid [0T u np.). Buenpenue unren-
JIEKTYaJIbHBIX areHTOB OOHApY>KEHUS Ha pa3-
HBIX YPOBHSIX YIIPABJICHUS TOBBICHT CIIO-
COOHOCTh MH(PACTPYKTYpPhl TPOTUBOCTOSATH
COBpPEMEHHbIM aTakaM. BakHO OTMeETHUTb,
YTO JalbHEHIINe HCCIEeJOBAHUS JTOJIKHBI
OBITH HANpaBJICHbI Ha IOBBIIICHUE YCTOW-
ynBoctn MU-mopeneii. TpeOyercs mpose-
neHue 6osee MUPOKUX UCIBITAHUH METOJIOB
ML/DL B HaTypHBIX YCIOBUSX (Ha TOJIUTO-
HaX C UIMHTAIMEH paboThl pearbHON HH(pa-
CTPYKTYpBI) ISl OLIEHKH MaclITaOupyemo-
CTH W HaJeXHOCTU peleHuid. Kpome Toro,
HEOOXOJMMO pa3BHUBaTh CTaHJAPTU3ALIMIO
npumenenns M B kubepbe3zonacHocTH: OT-
pacieBble pyKOBOJICTBA U CTaHIAPTHI (B mep-
cnektuee — ['OCT) mo HCHOIB30BAHUIO
ML/DL st oOHapy>KeHusl aTak CyIIeCTBEH-
HO o0neryar NpaKTUYECKOe BHEAPEHUE.
[lepcrieKTUBHBIM HalpaBIICHHEM SIBIISECTCS
BHEJPEHHE KOHIEMIUU IUPPOBOTO JBOM-
HUKa O€30IaCHOCTH, TO €CTh CO3JaHHE
MOJIEJIN 3AIIMIIAeMO CHUCTEMBbI, Ha KOTO-
poii MOXHO MpopalaTbiBaTh CLIEHAPUU
aTak W yOpeXxJarolle HacTpauBaThb MeXa-
HU3MBI 3aIlUThl. PerieHne 00603Ha4eHHBIX
3amay OyJeT crmocoOCTBOBATH CO3/IAHUIO
MPOAKTHBHBIX, aJIANITHBHBIX U KHUBYYUX KH-
OepcucTeM, CIOCOOHBIX MPOTHBOCTOATH Ca-
MBIM COBPEMEHHBIM M CIOXHBIM aTaKaM.
D70 sBISIETCA 3aJI0TOM 0OE30MACHOCTU Kak
OT/ENIbHBIX OpraHM3alui, Tak M Trocyaap-

CTBa B II€JIOM B YCJIOBUSIX LI (PPOBOI 3MOXH.
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